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**** START OF CHANGES ****
X. Security procedures for slice-specific authentication 

X.1
General 
Editor’s note:
This subclause is a general introduction to the slice-speicific authentication based on the EAP framework, e.g. AMF takes the role of authenticator etc.
X.2
Authentication procedure
Editor’s note:
This subclause specify the procedure details for the slice-specific authentication.
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